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1.  INTRODUCTION i 1

1. With this Notice of Proposed Rulemaking (NPRM), we initiate a comprehensive rulemaking
to'establish a Commercial Mobile Alert System (CMAS), under which Commercial Mobile Service '
prowders may elect to transmit emergency alerts to the public. This proceedmg represents our next step
in compliance with the Warning Alert and Response Network (WARN) Act' requirement that the :
Commission enable commercial mobile service alerting capability for providers that elect to {ransmit
emergency alerts.” In addition, with this rulemakmg we continue to address our obligations under the
President’s “Public Alert and Warning System™ Executive Order that the Commission “adopt rules to
ensure that communications systems have the capacity to transmit alerts and warnings to the pubhc as part
of the public alert and warning system.”3

2. Section 602 of the WARN Act requires the Commission to adopt: (1) system critical
protocols and techmcalwequuements for the CMAS; (2) a mechanism under which commercial mobile
sérvice providers (“CMS provitlers?’)licensees® may elect to participate in the CMAS and disclose to their
subscribers whether or not they will participate; (3) rules under which licensees and permittees 6f . '
noncommercial educational (NCE) broadcast stations or public broadcast stations install necessary
equipment and technolegies on, or as part of, any broadcast television digital signal transmitter to enable
the'distiibution: of géographically targeted alerts by CMS providers that have elected to participate in the
CMAS; and (4) techhical testing requirements for CMS providers that elect to transmit emergenicy alerts
and for the devices and equipment used by such providers for transmitting such alerts. In this NPRM we

1 Seeunty and Accountabxhty For Every Port Act of 2006 (SAFE Port Act), Pub.L. 109-347, Title V.(-Commerclal
Mobile Service Alerts (WARN Act).

2 WARN Act, §602(a).
3 See Public Alert and Warning System, Exed. Order No. 13,407, 71 Ped, Reg 36975 (2006) (Executive Order),
§3(b)(m) )

4 For purposes of Section 602 of tie WARN:Act, Congress specifically defined “commercial mobile service” as that
found in:Section 332(:].)(1) of the Communications Act of 1934, as amended, 47 U.S,C. § 332(d)(1). WARN Act §

602(6)(1)(A).




e Federal Communications Commission FCC 07-214

1 P . .
R A L SRR - r—— o
A PR ! o.'lx. s R ' “
’

e "

| seek comment on questions pettaining to all of these statutory requirements. 3 We also seek comment
‘ about how the issues discussed in the NPRM relate to the Commission’s activities in connectlon with the

Emergency Alert System (EAS).

4. Ry starting this rulemaldng today, we take a significant step towards implementing one of our
highest priorities -~ to ensure that all Americans have the capability to receive 'amely and accurate alerts,
warnings and critical informatjon regarding impending disasters and other emergencies irrespective of
what communications technologies they use. As we have leamned from recent disasters such as the
Southern California fires, the Virginia Tech shootings, and the 2005 hurricanes, such a capability is:
essential to enable Americans to take appropriate action to protect their families and themselves from loss
of life or serious injury. This rulemaking represents our continued commitment to satisfy the mandate of
the Communications Act that the Commission promote the safety of life and property through the use of
wire and radio communication.’ . \

4. This NPRM is the latest example of our commitment to enhance the redundancy, reliability
and security of emergency alerts to the public by requiring that alerts be distributed over diverse
communications platforms. Most recently, we expanded the EAS from its legacy in analog television and
radio to include participation by digital television broadcasters, digital cable television providers, d1g1ta1
broadcast radio, Digital Audio Radio Service (DARS) and Direct Broadcast Satellite (DBS) systems.® As
we noted in our 2005 EAS Further Notice of Proposed Rulemaking, wireless services are becommg equal
to television and radio as an avenue to reach the American public qmckly and efficiently.’ As of June
2007, approximately 243 million Americaus subscribed to wireless services.!® Wireless service has.
progressed beyond voice communications and now provides subscribers with access fo a wide range of
information critical to their personal and business affairs. In times of emergency, Americans rely on their
mobile telephony service to receive and retrieve critical, time-sensitive information. A comprehensive
mobile alerting system would have the ability to reach people on the go in a short timeframe, even where
they do not have access to broadcast radio or television or other sources of EAS. Providing critical alert
information in this respect will ultimately help avert danger and save lives. -

I.. BACKGROUND

5. On October 13 2006, the President signed the Security and Accountability For Every Port
(SAFE Port) Act into fawM T itle VI of the SAFE Port Act, the WARN Act, establishes a process for
CMS providers to elect to transmit emergency alerts to their subscribers. The WARN Act reqmres that

SAs dlscussed in gredter detaxl, infra, the WARN Act i mposes different deadlines on the rulemakings required by
sections 602@ (b), and (c). We intend to complete these rulemakings through one or more orders on or before the
relevant deadliries.

b See, e.g., Review of the Emergencwilert System; Independent .S’pamsh Broadcasters Association, the Office of
‘ Gommunitation, of the. Unjted Church of Christ, Tnc., and the Minority Media and Telecommunications Council,
Petition.for Impediate Relief, EB Docket No. 04-296 Second Report and Order and Further Notice of Proposed
Rulemaking, 22 FCC: Red 13275 (2007)( EAS Second Report and Order and Further Notice of Proposed
Rulemaling). .

7 See 47U.S.C. § 151.

f’_ See Reéview of the Emeraency Alert System, EB Docket No. 04-296, First Report and Order and Further Notice of
‘Proposed Rulemaking, 20 FCC Red 18625 (2005) (EAS First Report and Order and Further Notice) at 18626.,

. ? See Review of the Emergemp'AIqrt System, EB Docket No. 04-296, First Report and Order and Further Notice of
Paepesed Rulemalgngﬁﬁ@ FCC Red 18625 (2005) (E4S First Report and Order and Further Notice) at 18653.

L . Celliiléf{lf.e cRommuyf 'oatxoﬂs &Intemet Assoclanon, Mid-Year 2007 Top-Line Survey Results, available at

l""Seefnoteiz suprra Lo
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we engage in a series of activities to accomplish that goal. These requirements are listed below, followed
by our activity to satisfy that requirement: :

| % .2 =
» By December 12, 2006 (60 days ofenactment), we were required to establish an
advisory committee to recommend system critical protocols and technical .
recommendatxons for the CMAS, and arrange for the Committee to hold its first -
meeting.' We formed the Commercial Mobile Semce Alert Advisory Comm1ttee
(CMSAAC), which had its first meeting on this date.”® :

e By April 13, 2007 (180 days of enactment), we were required to determine what:
constitutes “remote communities effectively unserved by commercial mobile service [
] for the purpose of enabling residents of those commumtxes to receive emergenoy
alerts.” This required determination relates to a program'* under which NOAA may
- issue grants to provide for outdoor alerting technologies. We issued a Declaratm;y
Ruling addressing this issue on April 11, 2007.%® - :
l
e By October 12, 2007 (one year of enactment), the CMSAAC was required to provide
system critical recommendations regarding technical requirements and protocols'for
the CMAS to the Commission.'® The CMSAAC submitted its report on thxs date The
CMSAAC recommendations are attached at Appendix B.!”

e Within 180 days of receipt of the CMSAAC’s recommendations, we must c"omplete a

proceeding to adopt technical standards, protocols, procedures and technical
" requirements based on recommendations submitted by the CMSAAC, necessary to

epable commerclal mobile service alerting capability for commercial mobile service
providers.™® _

e Within 90 days of our adoption of CMAS technical requirements, we must complete a
proceeding to require NCE and public broadcast station licensees and permittees to
install equipment to enable the distribution of geographically targeted alerts'by CMS

12 WARN Aect, sections 603(a),r(d).

18 As required by the WARN Act, the CMSAAC consisted of representatlves from state and local govemments
federally recognized Indian mbes, representatives of the communications industry, including both wireless service
providers and broadcasters, vendors and manufacturers and national organizations representing people with special
needs. The Committee also included other qualified stakeholders. such as representatives of the Federal Emergency
Management Agency (FEMA) and the National Oceanic & Atmospheric Administration (NOAA). See Notice of
Appointient of Memibers to the Commercial Mobile Service Alert Advisory Committee; Agenda for December 12,
2006 Meeting, Public Notice, 21FCC Red 14175, DA 06-2474 (2006).

% See WARN Act, section 605.

155 T the Matter of Implementatxon of a Grant Program for Remote Community Alert Systems Pursuant to Section
é ~of the Wiarnihf, ‘Alert, and Response Network (WARN) Act, PS Docket No. 07-8, Declaratory Ruling, 22
Red 7214 (2007). .

g ‘WARN Act, section603(c).

17 The CMSAAC held a total of six meetings dunng which it received progress reports from its internal working
gfoups and presgntations from intefested parties. On October 3, 2007, the Committee approved a set of

e,eg %gndaﬁogs,andﬁﬁ‘ﬂbmxttedﬂ iem on{October 12,2007.. In developing its recommendations, the CMSAAC
c“o“nsqlfe ﬂ;e Nﬂhonalrinshtute of; tandahds and Technology (NIST) as required by Section 603(g) of 'the WARN
#ct,

1BWARN Act, sectxon 602(a).
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providers that have elected to transmit emergency alerts.

A}

e  Within 120 days of our atloption 6f CMAS technical requuerﬁents, we must complete
a proceeding that, among other things, establishes the process by which CM§

providers would elect to transmit emergency alerts to subscribers,'”

e  Within two years after completion of the technical rulemaking, we must examine
whether CMS providers electing to transmit emergency alerts should continue to
permit their subscribers the capability. to block such alerts and must submit a report
with its recommendatlons to Congress®

. DISCUSSION
A. WARN Act Section 602(a) - Technical Requirements

6. Section 602(a) of the WARN Act requires that the Commission adopt technical standards,
protocols, procedures, and other technical requirements based on the recommendations of the CMSAAC
that will enable commereial mobile service alerting capability for CMS prov1ders that voluntarily elect to
transmit emergency alerts. The CMSAAC has recently completed its report,”! and we seek comment
generally on all the recommendations contained therein., Accordingly, we seck comment on the techmcal
standards, protocols, procedures and other requlrements that should be adopted to facilitate the '
transmission of emergency alerts by CMS providers.”> We ask whether these recommendations, if
adopted, would satisfy the requirements of the WARN Act and our goal of ensuring a robust, reliable and
effective CMAS that could, in conjunction with other alerting systems and technologies, be uséd to
transmit emergency alerts to all Americans, including those with special needs'and those who do not
speak English. ‘We seek comment on whether the CMSAAC recommendations present an effective
mechanism for alert originators at all levels of government to initiate emergency alerts and whether these
recommendations could be implemented using a myriad of current and future technologies. Commenters .
should review all of the recommendations and comment, where appropriate, on the manner in which each
of the recommendations contributes to an effective, unified system for the delivery of alerts over
commercial mobile systems as envisioned by the WARN Act.? We further seck comment on any
alternatives to the CMSAAC’s recommendations. Comments that suggest alternatives to the CMSAAC’s
recommendaijons should address with sufficient detail how their proposed alternative would promote an
effective GMAS as envasmned, by the WARN Act. :

3

19 1, section-602(b)(1).
» 1., seetion 602(b)(1)(E).

2l Under the CMSAAC!s proposed end-to-end CMAS, a Federal government entity, the “Alert Aggregator,” would
receive, aggregdte and-authenticate alerts originated by authorized alert initiators. Under this proposal, the Federal
government e t;ty would also serve as an “Alert Gateway” which would formulate alerts based on CMPS profiles
ani thén send tllem to CMS provxder “Gateways” across a secure interface. The CMS provider Gateway would send
the alerts o the.participating @MS'ptovxders’ infrastructure which, in turn, would send them to a subscriber’s mobile
device. The CMSAC recommiendations include proposed technical requirements for virtually every component of a
CMAS, including proposed goverriment and CMS provider elements, alerting requirements geo-targeting
requirements, and proposed standards for security reliability and pexformance

22’;5‘9& CMSAACE reoommeadahons af section 1.1.1.

B, Commeriters may'usp) asithe’ Basns of‘thefr comments-not only the Recommendations, but also the record on whlch
the xecoﬁlmendahqnsmﬁébas g; JiiG diﬂghi:he ‘dee’ottecs;ds ofithe/CMSAAC meetings and any materials submitted
tq- the CMSAAﬁ,as,publfc*' nents. ThEse meterials are available on the:CMSAAC web site at

hi v/pshs i
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7, The CMSAACs recommendations are detailed and hishly technieal i many places. As

noted above, we have attached the CMSAAC’s recommendations at Appendix B to this NPRM.
Accordingly, rather than summarize each of fht fetksBtisidations in this document, we provide
descriptions of the major issues addressed by the CMSAAC’s recommendations in order to facﬂltate a

focused approach for public comment.

1. Available Transport Technologies :
8. We seek comment on the availability of technologies now and in the future for the '
transmission of alerts over the CMAS. For example, to what extent do point-to-point and point-to- ! ‘
multipoint technologies provide viable solutions for a national CMAS?- In this regard, we note that, fche
CMSAAC raised concerns regarding the viability of point-to-point solutions for a national alerting
system * We seek comment on these concerns. Specifically, can current generation pomt-to-pomt
services such as short message service (SMS) be used to efficiently alert large populations of people
within a short time frame? What impact would wireless 3G networks have on the SMS model? !
" |
9. Can point-to-multipoint technologies such as cell broadcast provide a viable transport :
solution for alerts transmitted over the CMAS? If current cell broadcasting does not provide a viable
solution, what further development would be necessary to use cell broadcasting for the CMAS? Ars there
significant differences in how CDMA or GSM systems could employ cell broadcasting today and in'the
future? Are current mobile devices capable of receiving cell broadcast alerts? ;

10. We also seck comment, particularly from the EAS community, on whether a broadeast I
distribution model similar to that used to distribute EAS is consistent with the WARN Act and the :
CMAS. Could radio data systems like the Radio Broadcast Data System (RBDS), which do not require .
significant service provider infrastructure, nonetheless meet our goals for efficient delivery of alerts bver
the CMAS? What about emerging wireless broadcast technologies such as MediaFL.O and DVB-H?*
Comments should include a discussion concerning the broad range of devices intended to utilize the:
CMAS and potential impact on the subscriber service experience. : -

11. The CMAS as proposed by the CMSAAC likely will require a higher layer protocol that!
catries meta-data (adminigtrative information) with the alert message, and can send authentication and
authorization data to the alert’s originator. We seek comment on whether this higher layer protocol is
necessary for the CMAS, We also seeck comment onhow point-to-point, point-to-multi point and
broadcast models could carry'this information and provide the recommended authentication information.
We fursther seck comment on any alternative methods for transmitting this data.

2. Federal Government’s Role

12. What should be the Federal Government’s role, if any, in managing the CMAS? The
CMSAAC recommended that a Federal Government entity fulfill the roles of “Alert Aggregator” (i.e.,

_ receive,’ aecumulate and authenticate alerts originated by authorized alert initiators using the Common
Alert Protocol (CAP)) and the “Alert Gateway” (i.e., formulate an alert based on key fields in'the CAP
alert sent by the alert initiator and transmit the alert to correspondmg gateways operated by each CMS
provider). We seek comment on these recommendations. Is it necessary and desirable for a Federal
government entity to assume these roles? If so, what Federal government entity would be appropriate?

2, We.nafe that:the € GMSAAC recommended that these teehnologles not be considered as part of the CMAS, See
EMSAAC recommendations at section. 5.2,

% Seg CMSAAC recommendations.at sectien 5.2. MediaFLO and DVB-H are technologies developed to transmit
te,lev:smn signals, MJ etheg,dggtﬁ teg'nor!able devices such as cell phones and PDAs.

%.CAP is defined and discussed in detail in paragraph 14, infra.

5
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Commenters suggesting that a Federal government entity other than the Commission should fulfill these

roles should also address how we could implement such a recommendation, taking into account our
statutory authority and jurisdiction. We als§'seek cofitrient on whether a private sector entity could fulfill
these roles either independently or pursuant to delegated authority by a Federal government entity (e.g.,
under a “Memorandum of Understanding™ (MoU) arrangement, similar to the one used by the Justice
Department regarding Amber Alerts). B

13. The CMSAAC also recommended that all alerts, whether national or local, would be funneled
through this aggregator. Is a centralized system best positioned to accomplish the goals of the CMAS as
envisioned by the WARN Act? Would this run the risk of creating a single point of failure? Further, we
seek comment on the government alerting system capability to a) support the aggregation of alerts from
emergency agencies down to county and municipal levels, b) distribute alerts to a diverse range of
potential alerting systems, and ¢) interact and determine the status of such connected alerting systenis.
What is the role of state emergency agencies in such a scheme? Should the aggregator concept be |
expanded to include state and county emergency agencies, such as state and county emergency operations
centers (EOCs)? Could this be done in a manner that could track a state’s role in any EAS activation?
What equipment or security issues might be involved in expanding the scope of the system? What criteria
should be established for determining the appropriateness of connecting an agency? What responsibilities.
should be attendant on connected agencies? '

3. Use of the Common Alerting Protocol (CAP)

14. We seck comment on the CMSAAC’s recommendation that the CMAS use CAP as the basic
alerting protocol from the alert initiator to the alert gateway.>’ We also seek comment about the use of
CAP as a general, system-wide CMAS interface.?® Is use of CAP currently practicable in the context of
CMAS? If CAP use were mandated, how quickly could such use be introduced by all CMAS :
participants? We note that we have specifically mandated use of CAP recently in our EAS ‘Second Report
and Order, where we concluded that use of CAP would provide specific henefits to the evolving EAS®
As noted above, one of the key benefits of CAP is that it ensures that diverse alert systems and
technologies can participate within a common, transparent framework. Would CAP as utilized in the
context of CMAS promote similar transparency? To the extent that commenters believe that the use of
CAP as proposed would not be appropriate, they should discuss in detail any alternative protocols.

4, Alert Formatting, Classes, and Content Issues

15. We seek comment-on whether we should adopt a character limit for alerts transmitted over
the CMAS. We note that the CMSAAC recommended that, at least initially, the technical limit.of any
CMAS alert should be 90 characters of text.3? Commenters should provide detailed technical explanation

27 See CMSAAC recommendations at section 1.1.1.

28 CAP is an open, interoperable standard, whose standardized alert message format — based on the World Wide
‘Web Consortium’s (“W3C’s”) Extensible Markup Language (“XML?”) ~ is a text-based format that facilitates data
sharing dcross different distribution systems. The agreed-upon XML format of CAP can be accepted by a wide
variety of devices or systems, and the format also permits links to voice, audio or data files, images, and inultilingual
translations of the alert, and 1o links providing further information. The CAP standard specifies what fields an alert
message can contain and.what information can be included in the particular fields. A CAP alert can provide various
fields, including message type, scope, incident, event information, event certainty, sender, geographic scope, and the
time when an alert becomes effective and expires. CAP also facilitates interoperability between devices, an atiribute
essenfial to establishing a CMAS that can operate over multiple service platforms. See generally, EAS Second
Report.and Order.

? See EAS Second Report and Order and Further Notice of Proposed R;Iemaking, 22 FCC Red at 13288 (noting
that CAP is mandated enly in the event it is adopted by the Federal Emergency Management Agency (FEMA).)

0 See CMSAAQ recoiﬂmendations at sectiop 1.1.1.
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in support of their positions and explain the relationship between “payload” and “dxsplayable message
size” as referenced in the CMSAACs recommendations™ - i
16. We also seek comment on whether and to what extent emergency alerts should be c]assxﬁed.

We specifically seek comment on the CMSAAC’s recommendation that there be three classes of '
Commercial Mobile Alerts: Presxdentlal-level Iraminent threat to life and property; and Child Abdugtion
Emergency or “AMBER Alert” Service.*? For example, the CMSAAC recommended that the ferm

“Imminent threat to life and property” be defined as “alerts where the CAP severity equals Extreme or
Severe, CAP urgency is Immediate or Expected, and CAP certainty is Observed or Likely.” Is this
proposed definition sufficient to set a proper threshold for the class of alerts that should be h'ansmltted
using the CMAS? We solicit examples of events meeting these criteria. Further, we seck comment on
whether the choice of “imminent” represents a correct threshold? Does “imminent” apply to all typés of
threats, such as weather for example? Also, we note that CMS providers already support the transmission
of Amber alerts to mobile devices using SMS technology. What is the added value of also including
Amber Alerts in CMAS? What are the potential negatives if “too many” alerts are generated? Wha%
balance of alerts should be sought, and what factors should be considered in seeking such a balance?

17. We also seek comment on the content of CMAS alerts, including the CMSAAC’s '
recommendation that all service providers support, at minimum, a capability for a text based common
alerting message format support across multiple service platform technologies.® -

18. The CMSAAC also recommended that the elements of a Commercial Mobile Alert Message
(CMAM) should be (1) event type or category, (2) area affected, (3) recommended action, (4) expiration
time with time zone, and (4) sending agency.” We seek comment on these choices. Are they consistent
with accepted industry practices for emergency alerts? Are they consistent with the evolving concept of
CAP-formatted messages? The CMSAAC anticipated that the elements of a CMA would evolve as
experience is gained by alert initiators. We seek comment on this assumption. How might CMAM
clements evolve over time? i

19. The CMSAAC also recommended a method for the automatic generation of alert text b}1
extracting information from CAP fields, SAME codes and free-form text but proposed that the CMAS
allow the generation of free text in Amber Alerts and Presidential alerts.®® . We seek comment on this
reécommendation.- We also seek comment on whether Presidential and Amber alerts can be structured to
use automatic text.

20, We also seek comment on the CMS'AAC’s recommended set of standardized alertmg
messages. Should the alert message incliude telephone numbers, URLS or other response and contact
ihformation in certain Commercial mobile alerts?*® Is there public safety value to the inclusion of such
information in a Commercial mobile alert? What, if any, would be the impact on the network? ‘In prior
emergencies, mobile traffic increased to the point of network congestion. What would be the impact on

3 See id, at section 1.1.5.
* See id, at section 5.1,
% See id. at section 5.1.
34 See id, at section 5.3.1.

3 See id, at section 5.3.2.

36 Wenote there.was conslde‘rable discussion of'this jssue during:the October 3 CMSAAC meeting. See Transcript
of October3, 2007,Meetm_‘g, at.pp.121-133, avaxlable athttp://www.foe, gov/pshslomsaae/cmsaac-meetmgs htm]
(last viewed Desember 12, 2007) .

v
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network congestion if subscribers were directed to a specific number (such as a “311” numbet mNew
York City) or URL?

5. Geograplucally Targeted Commemal Mobile Al@l'tﬁ

21, We seek comment on what level of precision we should require for the geographwal tan:getmg
(geo-targetmg) of CMAS alerts. In section 5.4 of its recommendations, the CMSAAC acknowledged
“that it is the goal of the CMAS for CMSPs to be able to deliver geo-targeted alerts to the area specified
by the Alert Initiator.” However, the CMSAAC recommended that, due to current limited capabilities
on the part of CMS providers, “an alert that is specified by a geocode, circle or polygon . . . will be
transmitted to an area not larger than the CMSP’s approximation of coverage for the county or counties
with which that geocode, circle or polygon intersects.””® We seek comment on this recommendation,
including the assertion that technical limitations currently preclude dynamic geo-targetmg at alevel more
granular than the county. :

22. The CMSAAC recognized that a “CMS provider may elect to target smaller areas™ and
recommended “that certain urban areas with populations exceeding 1,000,000 inhabitants or with other
speclahzed alerting needs be identified for priority consideration regarding implementation of more:
precise geo-targeting”® The CMSAAC recommended that a process be initiated by the Alert Gateway
operator and the CMS providers to identify such priority locations by August, 2008, and recognized “the
desire to move forward w1th this process on a small number-of areas with partlcularly urgent alertmg
needs as soon as possible.”! We seek comment on these and the other recommendatxons raised in section
5.4 of the CMSAAC’s recommendations.

6. CMAS for Individuals with Disabilities and the Eldei'ly

23. We seek comment on what, if any, technical or accessibility requirements we should adopt to
ensure that commercial mobile alerts can be received by people with disabilities and the elderly. The

37 CMSAAC recommendations at section 5.4.
38 1d, at section 5.4.1.

¥ See id. at section 5,4 (“The CMSAAC; fusther recognizes that CMSPs curzently have limited capablhty to deliver
geo-targeted algrts. ”) See.glso Presentation of Brian Daly, Leader of CMSAAC’s Communications Technology
Gtoup, CMSAAC Traniséript of September 19, 2007 Meeting at pp 28 (“It’s really the issue with dynamically
matching to RF coverage areas because if you take a map and draw a polygon or a circle, it’s challenging to figure
out what cell sites are covering the area within that circle or polygon on a real-time basis, and that’s where the
challenge comes in. . . .The technology needs to be evaluated to see what can be done in order to get down to those

geographic areas. ).

9 CMSAAC ire;t:omn;endalm,ns at‘*sectlon 5.4.1.a. We note that during a conference call on the topic of geo-
targeting subsequent to'the Septemiber 19, 2007 CMSAAC mecting, the City of New York’s representative
expressed concern. about county-based geo-targeting, particularly as it relates to the City of New York’s nieed to
receive alerts at-a more granular level. .

4 CMSAAC recommendation at section 5.4.1.a. :

4? See SAFE Port Act, 120 Stat. 1936-43, WARN Act § 603(a). Beyond the WARN Act, there are numerous
Féderal statutes and policies directed toward achieving accessibility for persons with disabilities. See, e.z,,
Americans With Disabilities Act of 1990 (ADA), Pub. L. No. 101-336, 104 Stat. 327, § 401 (1990) (Title I of ADA
requires accessibility fo state and Jocal government programs and commﬁmcatlons), The Rehabilitation Act of 1973,
Pub. L. No. 93-112; 87Stat::394, 29 11.8.C, § 794, as amended (section 504 of the Rehabilitation Act requires
accessibility of'i?ederal govémment programs), 47U.8.C. § 255 (Communications Act accessibility requirements
for teleeommumoahbns seryidesrand equipment where readily ac]nevable), Exec, Order No. 13,347, 69 Fed. Reg.
44,573 @uly.22, 20@49 '(festdl;hshﬁﬁg pohéxes to eisure that the Federal«Govemment appropriately supports safety
and 'security for mdmﬂuals swith d?sablhﬁes in §ituations involving disasters, and that Federal Government agencies

. coﬁs;der the unique needs ofempi(byees with disabilities, and other individirals with disabilities served by such

(continued....)
8
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CMSAAC subnntted recommendauons addressing the needs of users, mcludmg individuals with i
disabilities and the elderly, and we seek comment on these recommendations.”  Among the  major |
recommendations by the CMSAAC is a proposal thit the EX1AS support a common audio attention signal
and a common vibrating cadence to be used solely for CMAS alerts. We seek comment on this
recommendation. Does the CMAS need to require, these attention signals for all users?* Further, the
CMSAAC recommended that the alert initiator use clear and simple language whenever possible, with
minimal use of abbreviations and that the mobile device be able to provide an easy way to allow the user
to recall the message for review. We seek comment on these recommendations and other issuek that
parties wish to raise concerning users with special needs. The CMSAAC also recommended that legacy
mobile devices not be required to support CMAS, notwithstanding that much of the special needs services
will depend on features in the mobile device, We seck comment on this recommendation. Is there a way,
perhaps through software upgrades, for present mobile devices to support CMAS? Could, and if so
should upprades be performed over the air?

7. Transmission of CMAS Alerts in Languages Other than Englllsh

24. We seek comment on the technical feasibility of providing commercial mobile alerts in :
languages in addition to English. The CMSAAC suggested that there may be fundamental technical
. challenges to 1mplementmg parallel alerts in languages in addition to English. We seek comment on this
. view. We recognize the significant public safety interest in delivering alerts to speakers of languages .
| other than English and strongly affirmed this principle in our May 2007 EAS Second Report and Order®
CMSAAC also asserted that multilingual (and geo-targeted) alerting would raise latency (alert delay)
concerns.’ How would requirements for multi-language alerts affect the generation and distribution of
messages on a local, state and national level? '

B. WARN Act Section 602(b) - CMAS Election Rulemaking '

25 Section 602(b) concerns commercial mobile service licensees’ election to transmit or not
transmit emergency alerts to subscribers. It requires the Commission to establish procedures by whicha
CMS provider will notify new and existing subscribers of its election and inform the Commission of its
election and the method of its transmittal of alerts, and to establish proeedures for a CMS provider to
withdraw its election and afford existing subscribers to discontinue service upon notification of that
withdrawal.

1. Notice at Point of Sale

26. Under Section 602(b)(1), “within 120 days after the date on which [the Commission] adopts
relevant technical standards and other technical requirements pursuant to subsection (a), the Commission
shall complete a proceeding to allow any licensee providing commercial mobile service to transmit

. emergency alerts to subscribers to, or users of, the commercial mobile service provided by such licensee.”

(...continued from previous page)

agencies, State, local, and tribal governments, and private organizations, in emergency preparedness plannmg),
Exec.;Order Ne..13,407, 71 Fed. Reg. 36,975 (June 26, 2006) (directing the Secretary of Homeland Security to
include in the public alert and warning system the capability to alert and warn all Americans, mcludmg those w1th
disabilities and-those witheut an understanding of the English language). .

 See, e:3, CMSAAC recothimendations at sections 5.5.2.1, 5.5.2.3.

. iSee Federal Emergency Management Agency (FEMA), Accommaq'atmg Individuals with Disabilities in the
“Phoyision of Disaster Mass Care, Housing, and Human Services, Refetence, Gulde, at
Ltp.ﬂm feina, gev/oer/réference/

@ See FAS Second Report and Order and Further Notice of. Praposed Rulemalang, 22 FCC Red 13275, 13306.
45 See CMSAAC recommendations at section 1.1.8.
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- emergency alerts are not included as a feature of the device or the service provider’s service? Does a

The Commission shall “require any CMS licensee providing commercial mobile service that elects, in
whole or in part, under paragraph (2) [Election] not to transmit emergency alerts to provide clear and
conspicuous notice at the point of sale of any d&vies$ with Which its comsercial mobﬂe service is |
included, that it will not transmit such alerts via the service it provides for the device.™ ‘ |

27, CMSAAC recommended that CMS providers should have the discretion to determine how to
provide this notice. Thus, as an initial matter, we seek comment on this recommendation. Alternatively,
should we specify the methods by which a service provider should notify pI'OSpBCthe and existing '
subscribers that it has elected not to offer emergency alerts? The Commission has established procedures
in other proceedings concerning the prov1s1on of notice to subscribers and the display of information in a
service provider’s places of business.® For purposes of this proceeding, we also would define any point
of sale as any means - retail, telephone, or Internet-based - by which a service provider facilitates and
promotes its services for sale to the public. We include third party, separately branded resellers as .
meeting the criteria for a point of sale. We seek comment on this choice.” Are there others that should
bé included?

28. In these commercial environments, what constitutes clear and conspicuous notice at the point
of sale? Does a general notice in the form of a statement attesting to the eléction not to provide
emergency alerts satisfy the statutory requirement? Does the language of the statute require the posting of
a general notice in clear view of subscribers in the service provider’s stores, kiosks, third party reseller
locations, web site (proprietary or third party), and any other venue through which the service provider’s
devices and services are marketed or sold? What form would that general notice take; for example, ,
should service providers include a placard of a particular size at the point of sale? Is notification in the
service provider’s service subscription terms and conditions sufficient notice to subscribers? Does the
clear and conspicuous standard require that each device sold by the service provider include a notice that

service provider meet the condition of clear and conspicuous notification if it requires subscribers to: read
and indicate an understanding that the service provider does not offer emergency alerts? The CMSAAC
has drafted recommended text by which CMS providers may indicate that they will not be electing to
participate in the CMAS.® We seek comment on this text. Does it satisfy the statute? ,

29. The CMSAAC suggested that, because the WARN Act does not require any disclosure for a
©MS provider'that participates.in the CMAS, no disclosure is required. We seek comment on this ‘
gssertion. Ifa CMS provider only offérs CMAS within part of its territory or only on certam mobile
devices, where and how should-the disclosure obligations apply?

2. Notifications to Existing Subscribers

30. With respect to existinghsubscribers, under section 602(b)(1)(C), the Commission shall :
“requiire any licensee providing.cominercial mobile service that elects under paragraph (2) not to transmit

4 WARN Act, section 602(5)(1)(5)

% See; ez, 47 CER. §63.71 (requn‘mg any domestic service provider that secks to discontinue, redhce or impair
seryiceto notlfy*all affested.subsosibers of the planned discontinuance, reduction, or impairment of service,
including a notige in writing to each affected subscriber with FCC mandated text); 47 C.F.R. § 63.90 (requiring a
seivice providerr discontinuing service to post a public notice of 20 inches by 24 inches in a conspicuous place and
containing alt pertinent infofmation related to the discontinuance).

“ We note that’ tbe Commission has.extended certam obligations to resellers, For example, the Commission requires
resellers of comimerdjal mebils ser,vices 'to.ensure that all mobile devices or other devices offered to their subscribers
fof voice ‘communications are eapa’b'le of transmtttmg enhanced 911 information to the appropriate PSAP, See 47
CFK§20 18(tn). towm .

. §‘f See\CMSAAC recommendations at section 3.4,
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emergency alerts to notify its existing subscribers of its election.*”! Should CMS providers be granted the
discretion to determine how to provide notice of non-election? If not, we seek comment on how such

notification should be made, including the méthids snd dutition of 2 service provider’s notlﬁcatlon: to
existing subscribers of its election. Commercial mobile service providers regularly commuunicats service
and equipment offers and upgrades to existing subscribers through direct mallmgs and through -
notification on paper bills. Do existing marketing and bﬂhng practices allow service providers to meet
the requirement to notify existing subscribers of the service prov1der s election? Are these types of :
existing communication methods sufficient to reach the service provider’s entire existing subscriber base?
, Commenters should take into account the fact that some service providers are offering their subscribers
electronic billing and do not send a paper bill, and some service providers have opt-out programs '
allowing their subscribers to decline receiving any direct mailings from the service provider. Should
service providers be required to notify exlstmg subscribers by sending them a separate notice of a change
in the terms and conditions of their service?” How should service providers notify pre-paid customers?
Should service providers demonstrate to the Commission that they have met this requirement and, if so,
how should they do s0?® Should service providers be required to maintain a record of subscnbers who
have acknowledged receipt of the service provider’s notification?

I

1

H

|

31. Sections 602(b)(2)(A), (B), (D) and (E) establish certain requirements for service providers
electing to provide or not to provide emergency alerts to subscribers. As specified in the timelines of the
WARN Act, the election process must be complete in September 2008, In several instances, the statute
requires service providers to submit notifications to the Commission indicating its election, non-election,
or its withdrawal from providing emergency alerts. Section 602(b)(2)(A) requires that, “within 30 days
after the Commission issues its order under [section 602(b)], each licensee providing commercial mobile
service shall file an election with the Commission with respect to whether or not it intends to, transmit
emergency alerts.”* Slmllarly, under section 602(b)(2)(B), a service provider that elects to transm1t
emergency alerts must “notify the Commission of its election” and “agree to transmit such alerts in a
manner consistent with the technical standards, protocols, procedures, and other technical requirements
implemented by the Commission,” %5 Further, section 602(b)(2)(D) requires the Commission to- estabhsh
procedures relatmg to withdrawal of an election and the filing of late election notices with the .
Commission.’® Under section 602(b)(2)(D)(1), “the Commission shall establish a procedure fora '
commercial mobile service licensee that has elected to transmit emergency alerts to withdraw its election
without regulatory penalty or forfeiture upon advance written notification of the withdrawal to its affected
subscribers.” Finally, section: 602(b)(2)(D)(ii) requires “the Commission to establish a procedure for a
‘commercial mobile service licensee to elect to transmit emergency alerts at a date later than prov1ded in

3. Related Filings and Other Requirements

R 51 WARN Act, section.602(b)(1)(C).

32 For example, the Commiission reqmres i interconnected VoIP service providers to advise every subscriber, both

" new and-existing, pmmmgnﬂy and in plain language, of the circumstances under which £911 service may not be
availdble througli the-interconnected VoIP service or may be in somé way limited by comparison to traditional E911
service. See 47 C.F.R. § 9.5(e)(1). \

3 See, e.g., 47 CE.R. § 9.5()(2) (requiring interconnected VoIP service providers to obtain and keep a record of
affirmative acknowledgment by every subscriber, both new and existing, of having received and understood the
advisory on the limitations and availability of E911 service over VoIP platforms)

5% WARN Act, section 602(b)(2)(A).
%3 Id, section 602(b)(2)(B)(i-ii).

%6 1d., section 602(b)(2)(D).

% Id., section 602(b)(2)(D)).
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258

subparagraph (A).”** The CMSAAC proposed a timeline for clection based on ifs interpretation of the’
WARN Act.® We seek comment on this interpretation and timeline. Commenters with a different ;
interpretation should provide detailed alternfives, =~ : :

1. With respect to all these filing requirements, we request comment on the most efficient '.
method for accepting, monitoring, and maintaining service provider election and withdrawal information.
We anticipate that this information will be of interest to the public and will serve to aid consumers in their
decision regarding which service provider can best meet their expectations for delivering emergency
alerts. Should the Commission require electronic filing of the submission? With respect to the initial
filing by the service provider of its intention to provide or not to provide emergency alerts, what should
the CMS provider provide in its report to the Commission if it indicates its intention to provide
emergency alerts? For example, we seek comment on the CMSAAC’s recommendations that, at a
minimum, a CMS provider explicitly commits to support the development and deployment 6f technology
for the following: the “C” reference point, the CMS provider Gateway, the CMS provider infrastructure,
and the mobile device with CMAS functionality. The CMSAAC also suggests that the required
technology may not be in place for some time, Accordingly, should electing CMS providers be able to
specify when they will be able to offer: mob11e alerting? :

33. With respect to notification that the service provider elects to provide emergency alerts, we
seek comment on the manner by which service providers shall notify the Commission and attest to their
adoption of the Commission’s standards, protocols, procedures and other technical requirements. Should
the Commission require electronic filing of the submission? What should the CMS provider submit in its
report to the Commission if it indicates its intention to provide emergency alerts?5 !

34, The statute allows service prov1ders to withdraw from their election to provide emergency
alerts, upon notification to the Commission and to subscribers. We seek comment on the proper
mechanism for service prowders to file this withdrawal with the Commission. We contemplate two'
scenarios: first, the service prowder has elected to provide emergency alerts, but does not build the ,
infrastructure, or second, the service provider elects to provide emergency alerts, does so to all or some
portion of its coverage area, but then chooses to no longer provide alerts and elects to discontinue the
service. With respect to the second scenario, how much advance service provider notification to
subscribers should the Commission require prior to the service provider’s withdrawal of the service?
What methods should service providers use to notify all existing subscribers at the service provider’s
various points of sale? Should the Commission impose the same set of requirements considered under
section 602(b)(1)(C) regarding notification to existing subscribers and potential subscribers that a service
provider has elected not to provide emergency alerts? Were the Commission to allow some cost recovery
mechanism, what changes in that process should be required when a service provider ceases to provide
emergency alerts? Should service providers be required to demonstrate or certify that they are no longer
passing through costs to implement emergency alerts to subscribers?®

35. Section 602(b)(2)(D)(iii) requires the Commission to establish a procedure “under which a
subseriber may terminate a subscription to service provided by a commerclal mobile service licensee that
w1thdraWs its election without penalty or early termination fee.”® We seek comthent on the précedures

38 Id., section 602(b)(2)(D)(ii).
% See CMSAAC recommendations at section 12.2,

+ O See, e..,47 CFR. § 9. 5(e)(4) (tequiring all interconnected VoIP providers to submxt a letter to the Commission
detailing their compliance with E911 regulations).

% See infra,  38.
62 See infra, 9 39.
SWARN Act, seotion.602(5)(2)(D) ).
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necessary to allow a subscriber to terminate service upon a service provider’s withdrawal of its election to
provide emergency alerts. In what manner should subscribers and potential subscribers be informed of

their right to discontinue service? Ts notificatitid it the taitnl and conditions of service sufficiert to *

apprise subseribers of their right to discontinue service withont penalty or termination fee? Should the
Commission prescribe a specific procedure for subscribers or should service providers submit to the,
Commission a description. of their procedure for informing subscribers of their right to temnhate semce?
‘What should such procedures be? ;
, |

36. Section 602(b)(2)(E) states that “any commercial mobile service licensee electing to transmit
emergency alerts may offer subscribers the capability of preventing the subscriber’s device from !
receiving such alerts, or classes of such alerts, other than an alert issued by the President.”®* The
CMSAAC recommended that the CMS providers should offer their subscribers a simple opt-out
process.” With the exception of presidential messages; which are always transmitted, the CMSAAC
recommended that the process should allow the choice to opt out of “all messages,” “all severe :
messages,” and AMBER Alerts.® The CMSAAC suggested that, because of differences in the way CMS
providers and device manufacturers provision their menus and user interfaces, CMS providers and device
manufacturers should have flexibility on how to present the opt-out choices to subscribers. We seek:
comment on the recommendations of the CMSAAC with respect to three choices of message types thata .
subscriber should be allowed to choose to opt out of receiving. We also seck comment on the CMSAAC
recommendation that CMS providers and device manufacturers should have flexibility or whether the
Commission should establish baseline criteria for informing subscribers of this capability and if any :
uniform standards for conveying that information to subscribers is required. We understand that curtent
and future devices have different user interfaces and menu structures for enabling and disabling device
features. To what extent is a uniform methodology for disabling this feature necessary? Are there more
classes of alerts that should be considered? o

37. Section 602(b)(2)(E) also provides that the Commission shall, within two years of the '
adoption of the technical requirements, “examine the issue of whether a [CMS provider] should continue
to be permitted to offer its subscribers an opt-out capability.”” We seek comment on the appropriate
mechanism for doing so. Further, we seek comment on whether the Commission can expand the scope of
this inquiry to other questions concerning the development of the CMAS. We note that the CMSAAC
recommended this result because the CMAS is a new and untested system and will need penodxe Teview
as.it is deployed.®® We seek comment on this recommendation.

38. Section 602(b)(2)(C) states “[a] commercial mobile service licensee that elects to transmit
emergency alérts may not impose a separate-or additional charge for such transmission or capablhty 69

% 1., section 602(B)(2)(E).
% See CMSAAC Recommendations at seotion 5.5.3. . .

5 Jd. Under the CMSAAC’s recommendatxon, ‘when the subscriber chooses to opt out of “all messages,” only
“presidential” messages will be received. Id. at p 57, n.13. When the subscriber chooses to opt out of “all severe
niessages,” only “extreme messages, AMBER Alerts and presidential messages will still be received.” Id. atp. 57,
n.14." “Extreme” messages cdrrespbnd to events of near-catastrophic proportions. See Transcript of July'18, 2007
Meeting, at pp. "37-38, available at ‘http://www.fcc.gov/pshs/cmsaac/cmsaac-meetings.htm! (last viewed December
12 2007). In developing thg recommendation, the Comml,ttee believed that it was important that subscribers who
opt out of “severe” alerts should still beable to receive these “extreme” aleris. See id. atp. 38, Finally, when the
subseriber chooses to opt out of AVMBER alerts, all alerts  aside from AMBER alerts w111 still be received, Id, at p.
57,n.15,

4

TWARN Act, section 602(b')(2)(E) . o
& Sez CMSAAC recommendaﬂons at section 5.
SUWEARIN Act, section 602(b)(2)(d).
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Docs this provision completely preclude a participating service provider's ability to recover coMts ¢
associated with the provision of alerts?™ What about CMAS-related services and technologzes that are
not used to deliver CMAS? Should the section’s reference to “transmission or capability” be réad
narrowly? For example, much of the alert technoiogy will feside i in the subscriber’s mobile dw;qg. Can
the M8 providers recover CMAS-related developmental costs from the subscriber through mobile’
device charges based on a determination that mobile devices lie outside the “transmission or capabxhty”

, language of the section?

o7 See CMSAAGC recommeéndations at section 9.5.

C. WARN Act Section 602(c) - Digital Television Transmission Towers

Retransmission Capability Rulemaking !

39, Section 602(c) of the WARN Act requires that within 90 days of adoption of the technical
requirements, we must complete a proceeding to require NCE and public broadcast station licensees and
permittees to install equipment and technologies on, or as part of, any broadeast television digital signal
transmitter to enable the distribution of geographically targeted alerts by CMS providers that have elected
to transmit emergency alerts. We seek comment on this requirement. Specifically, we seek comment on
whether the system described in this section is identical to the “Datacasting” system’" that the Association

of Public Television Statiens (APTS) and FEMA are deploying as the backbone of the Digital Emergency

Alert System (DEAS)? If so, would it be consistent with the WARN Act simply to mplement the DEAS
in a manner that complies with section 602(c) of the WARN Act?

' 40, How will this DTV-based system interface with the CMAS? How will this requirementl
regarding the geo-targeting of CMAM:s fits into centrally administered CMAS as envisioned by the .
CMSAAC. How would the DTV-based system implement the message formats defined by the “C”
interface? We also seek comment on the scope of this section. Although the caption of section 602(c)
refers to digital television transmissions, it mandates that the Commission impose any equipment
requirements to licensees and permittees of NCE and public broadcast stations as those terms are defined
under Section 397(6) of the Communications Act. That provision references both radio and television
broadcast stations. We seek comment on this definition as it relates to section 602(c) of the WARN Act.
Is it a fair reading of the language to conclude that this section applies only to licensees and permittees of
NCE and public broadcast television stations? ‘ .

D.  WARN Act Section 602(f) - Testing

41, Section 602(f) of the WARN Act provides that the Commission shall “require by regulation
technigal testing for commercial mobile service providers that elect to transmit emergency alerts and for
the devices and equipment uged by such provxders for transm1thng such alerts.” We seek comment on
what type of testing regime the:Commission should require. We note that the CMSAAC proposed that in
order to assure theweliability and performance of this new system, certain procedures for logging CMAS
alerts at the Alert: Gatewa.y and for testing the system at the Alert Gateway and on and end-to-end basis
should be implemented.™ We seek comment on these proposed procedures. Do they satisfy the

IWe note tbahduqngth‘é CMSA&;C’S discussion,of this issue, some members stated that it was antlclpated that
mobjle’ ‘devices S fnay i mgur addmonal development and costs which could be passed on to the subscriber. See ,
GMSAA'C Transcnpt of Ootéb.er 3, 2007 Meeting, at pp. 33- 62, available at

o/ fwrwwifce.gov/ slts/etnSaac/cmsaac-meehn .html (last viewed December 12, 2007).

! Patacasting is a one-way broadcast service where data is,encoded and transmitted over-the-air within a pubhc
television station's digital $ignal, ‘lihe transmissjon is then decoded by an mexpensxve receiver. Through
datacashng, dlg;tal publrc television statiots can:wireléssly distribute streamed video and data files to computets and
goniputer netwéiks — with'a. capag "ﬁy egudl to thirteen T-1 &ata lines. Pefinition of Datacasting, The Association of
PyblicTelevision Stahons’(APTS)t /WWW apts.org/PT Vissues/digitdlTV/datacasting.cfim, )

14 ,
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requirements of section 602(f) of fhe WARN Act? ‘We particularly seek comment on whether ,[hBIE'
should be some form of testing of the CMAS that sends test messages to the mobile device and the !
subscriber.” Do the EAS testing rules offer 4 #i¢@él fi siith tests? In those rules, internal systemsitest
are combined with tests that are heard (or in some cases seen) by the public.. Showld some similar form of
test that alerts the public be required in the CMAS? Should the testing process be invisible to the
subscriber or should all subscribers participate in certain tests? If testing involves subseribers, how
should subscribers be made aware of such tests? |

]

E. Overall Relationship of CMAS to EAS and Development of a National Alert
System by FEMA

42. As noted earlier, the Commission originally intended to consider in its rulemaking in Eﬁ
Docket No. 04-296 whether wireless mobile service providers should be included in the EAS."®
Notwithstanding various operational differences between the EAS and those requirements mandated by
the WARN Act (chiefly, the voluntary participation mode! of the latter), both alert systems will provide
important emergency information to American citizens, As such, both systems would seem to qualify for.
inclusion in the “national alert system,” to be developed and coordinated by FEMA, as envisaged by
President Bush’s Jane 2006 Exeeutlve'Order We seek comment about how the CMSAAC’s proposals
for a CMAS relate to the directives contained in that Executive Order. We also seek comment abouf the
overall compatibility of the CMAS with the EAS (j.e., in addition to the specific questions that have been
raised earlier.in this NPRM). Should we mandate such compatibility? What steps would we need to take
to ensure such compatibility? As related above, the CMSAAC has proposed use of CAP1.1 as the -
standard CMAS alert interface, and the Commission has mandated that CAP1.1 shall also be the standard
interface for the evolving EAS (ifit is adopted by FEMA). Would adoption and incorporation. of CI}PI 1
per the CMAS in and of itself ensure that it’s compatible with a CAP-formatted EAS alert delivery
system? Ifnot, what modifications to the CMSAAC’s proposals would be necessary to ensure such |
compatibility with the future National Alert System required under EO 13407? Finally, we also seek
comment on what additional statutory authority, independent of the WARN Act, we have to 1mplement a-
mpbile alerting system.

IV. PROCEDURAL MATTERS

L 43, Comments and Reply Comments. Pursuant to sections 1.415 and 1.419 of the Cbmm1ss1on s

sules, 47 CF.R. §§ 1.415; 1.419, interested parties may file cotaments and reply comments on or before
the dates indicated on the first page of this document. All filings should refer to PSHSB Docket No. 07-
287. Comments;may be filed using: (1) the Commission’s Eléctronic Comment Filing System (ECFS),
(2) the Federal quemmentbs dRulemaking Portal, or (3) by filing paper copies. Ses Electronic Filing of
Bocuments mRulemafkmg Proceedings, 13 FCC Red 11322, 11326 (1998). For additional information
on this proceeding, please contact Jeffrey Goldthorp ((202) 418-1096) or Tom Beers((202) 4181-0952)

‘44, Electronic Filers: Comments may be filed electromea]ly using the Internet by accessing the

. E,CFS ‘hitp:/fwww.foe.gov/cgb/ecfs/ or the Federal éRiulemakihg Portal: hitpy/www.regulations.gov.

Filers sheuld folloy the instructions provided on the website for submitting comments,

"' We note that there was discussion of this issue during the October 3 CMSAAC meeting. See Transcript of
Qotober3, 2007 Meeting, at.pp. 155-159 avaﬂable at httpe//wwiv. fcc.gov/pshslcmsaac/emsaac-meehngs html (last
viewed Pecember 12, 2007).

™ See EAS Second Report and Order and Further Notice of Proposed Rulemalking, 22 FCC Red 13275-, 13298-99, -

“Public Alert and Warning System, Exec. Order No. 13407, 71 Fed. Reg. 36975 (June 26, 2006).
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45. For ECFS filers, if multiple docket or rulemaking numbes appear in the capnon of thi§
proceedmg, filers must transmit one electronic copy of the comments for each docket or rulemaking
number referenced in the caption, In completing the transmittal screen, filers should include their full
name, U.S. Postal Service mailing address, and the applicable docket or tulemaking number. Partics may

also submit an electronic comment by Internet e-mail. To get filing instructions, filers should send an ¢-

mail to ecfs@fec.gov, and include the following words in the body of the message, “get form » A sample
form and directions will be sent in response. .

46. Paper Filers: Parties who choose to file by paper must file an original and four copies of each
filing. If more than one docket or rulemaking number appears in the caption of this proceeding, filers
must submit two additional copies for each additional docket or rulemaking number.

47. Filings can be sent by hand or messenger delivery, by commercial ovemight courier, or by
first-class or overnight U.S. Postal Service mail (although we continue to experience delays in receiving
U.S. Postal Service mail). All filings must be addressed to the Commission’ s Secretary, Ofﬁce of the
Secretary, Federal Communications Commission.

48. The Commission’s contractor will receive hand-delivered or messenger-delivered paper
filings for the Commission’s Secretary at 236 Massachusetts Avenue, NE., Suite 110, Washington, DC
20002. The filing hours at this location are 8:00 a.m, to 7:00 p.m, All hand deliveries mustbe held,
together with rubber bands or fasteners. Any envelopes must be disposed of before enten'ng the building.

49. Commercial overnight mail (other than U.S. Postal Service Express Mail and Pnonty Maxl) ,
must be sent to 9300 East Hampton Drive, Capitol Heights, MD 20743, ,

50. U,S. Postal Service first-class, Express, and Priority mail should be addressed to 445 12"‘
Street, SW, Washington DC 20554,

51. Comments and reply comments must include a short and concise summary of the substantive
discussion and questions raised in the NPRM. We further direct all interested parties to include the name
of the filing party and the date of the filing on each page of their comments and reply comments. We
strongly encourage that parties track the organization set forth in this NPRM in order to facilitate our .
ﬁht mal review.progess. Comnients and reply comments must otherwise comply with section 1.48 and all
other qppl;cable seotions of: theF Commission’s rules.”

.. 52. People, with Disabilities: To request matetials in accessible formats for peaple with
disabﬂxtles (Bx"allle, Jlarge prmta, electromc files, audio format), serid an e-mail to c0504@fcc gov or call
the Consumer'& Governmerital’ Adffairs Bureai at 202-418-0530 (voice), 202-418-0432 (ity).

"53. Hx ParteRules Thesé matters shall be treated as a “permit-but-disclose” proceedmg in.
'aecordance with the Commission'y ex  parte rules Persons making oral ex parte presentations are
xemmdea that merforarida. summanzm‘g,the presentations must contain summaries of the substance of the
pl:esentatlons and siot me};qu aglstmg of the subjects discussed. More than a one or two sentence ,
desgription of the views and afgumients presented is generally required.”® Other requlrements pertammg
to oral and written présentations are set forth in section 1.1206(b) of the Commission's rules.” '

ee 47CER. § 1480
4 47 CER. §§1 120014 1216.
, L 4TCRR.§ 1 1206(5)(2)
"47CFR. § 1,12060). .
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54. Initial Repulatory Flexibility Analysis. As required by the Regulatory Flexibility Act of
1980, as amended, see 5 U.8.C. § 603, the Commission has prepared an Initio) Regulatory Flexibility
Analysts (“IRFA”) for this NPRM, of the possiblé slpnifihtit economic impact on a substantial number
of small entities by the policies and rules proposed in this NPRM., The IRFA.is in Appendlx A, Written
public comments are requested on this IRFA. Comments must be identified as responses o the IRFA and
must be filed by the deadlines for comments on the NPRM. The Commission will send a copy of the
NPRM, including this IRFA, to the Chief Counsel for Advocacy of the Small Business Administration.
In addition, the NPRM and IRFA (or summaries thereof) will be published in the Federal Register.™

|

55. Initial Paperwork Reduction Act of 1995 Analysis. This document may contain'proposed
new or modified information collection requirements. The Commission, as part of its continuing effort to
reduce paperwork burdens, invites the general public and the Office of Management and Budget (OMB)
to comment on the information collection requirements contained in this document, as required by the
Paperwork Reduction Act of 1995, Public Law 104-13. In addition, pursuant to the Small Business - |
Paperwork Relief Act of 2002, Public Law 107-198, see 44 U.S.C. 3506(c)(4), we seek specific comment
on how we might “further reduce the information collection burden for small business concems with
fewer than 25 employees,

1
]

V. ORDERING CLAUSE : : .

56. IT IS ORDERED, that pursuant to sections 1, 4(i) and (0), 201, 303(x), 403, and 706 of the
Communications Act of 1934, as amended, 47 U.S.C. §§ 151, 154(i) and (0), 201, 303(z), 403, and 606
as well as by sections 602(a),(b),(c), (f), 603, 604 and 606 of the WARN Act, thls Notice of Proposed
Rulemaking IS hersby ADOPTED. . '

57. IT 1S FURTHER ORDERED that the Commission’s Consumer and Government A'-ﬁ‘airé
Bureau, Reference Information Center, SHALL SEND a copy of this Notice of Proposed Rulemaking,
including the Initial Regulatory Flexibility Analysis, to the Chief Council for Advocacy of the Small

Business Administration. |

58. IT IS FURTHER ORDERED that the Commission’s Public Safety and Homeland Security
Bureau, SHALL SEND a copy of this Notice of Proposed Rulemaking, including the Initial Regulatory
Flexibility Analysis, to the National Institute for Standards and Technology (NIST).

FEDERAL COMMUNICATIONS COMMISSION

Marlene H. Dortch
Secretary

80 See 5 U.8.C. § 603(a).
81 Id.
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APPENDIX A ~ o

Initial Regulatory Flexibility Analysis '

1. As required by the Regulatory Flexibility Act of 1980, as amended (RFA),' the Commission
has prepared this present Initial Regulatory Flexibility Analysis (IRFA) of the possible significant
economic impact on a substantial number of small entities by the policies and rules proposed in this
Notice of Proposed Rulemaking (NPRM). Written public comments are requested on this IRFA.:
Comments must be identified as responses to the IRFA and must be filed by the deadlines for comments
on the NPRM provided in Section IV of the item. The Commission will send a copy of the NPRM
including this IRFA, to the Chief Counsel for Advocacy of the Small Business Administration (SBA) In
addmon, the NPRM and IRFA (or summaries thereof) will be published in the Federal Register.?

]

A.  Need for, and Objectives of, the Proposed Rules

2. With the NPRM, the Federal Commumcatlons Commission (Commission), as requlred by the
Warning Alert and Response Network (WARN) Act,” initiates a comprehensive rulemaking to estabhsh a.
Commercial Mobile Alert System (CMAS), under which Commercial Mobile Service providers
(alternatively, “CMS providers”) may voluntarily elect to transmit emergency alerts to the public. This
proceeding represents our next step in compliance with the Warning Alert and Response Network !
(WARN) Act, that the Commission enable commercial mobile service alerting capability for CMS |
providers that elect to transmit emergency alerts. , [

3. Section 602 of the WARN Act requires the Commission to adopt: (1) system critical !
protocols and technical requirements for the CMAS; (2) a mechanism under which CMS provxders may
elect to participate in the CMAS and disclose to thelr subscribers whether or not they would participate;
(8) rules under which licensees and permittees of noncommercial educational (NCE) broadcast stations or
public broadcast stations install necessary equipment and technologies on, or as part of, any broadcast
television digital signal transmitter to enable the distribution of geographically targeted alerts by CMS
providers that have elected to participate in the CMAS; and (4) technical testing requirements for CMS
providers that elect to transmit emergency alerts and for the devices and equipment used by such
providers for ttansm1ttmg such alerts. In this NPRM we seek comment 6n questions perl:amihg to all of
tlvesd stai:ﬁtofy requu'ements. We also seek comment about how the issues discussed in the NPRM relate
to the Commlssmn s activities in gonnection with the Emergency Alert System (EAS).”

1,,S'ee 5US.C, § 603. The RFA, see 5 U.S.C. §§ 601-612, has been amended by the Small Business Regulatory
Enforcement Fairness Act of 1996 (SBREFA), Pub. L. No. 104-121, Title II, 110 Stat. 857 (1996), :

2 See 5U.8.C. § 603(a).

* 1d. _—

4 .SjeeNPRM, note 1, supra.

5.See NPRM, note 4, supra, for definition of “commercial mobile service” under the WARN Act.

6Ag . discussed in the NPRM, the WARN Act imposes different deadlines on the rulemakings requiréd'by sections
608(a), (b),.and (c). We intend to complete these rulemaklngs through one or more orders on or before the relevant
deadlines,

7¢S‘ée NPRM, note 6, supra.
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B. Legal Basis

4. Authority for the actions propos&i i1 18 KPR may be found in sections 1, 4(i) and (o),
201, 303(), 403, and 706 of the Communications Act of 193445 amended, 47 UiS.C\ §§ 191, 154() and
(o), 201, 303(x), 403, and 606, as well as by sections 602(a),(b),(c), (), 603, 604 and 606 of the WARN
Act. ' : :

C. Description and Estimate of the Number of Small Entities to Which Rules Will
Apply S

5. The RFA directs agencies to provide a description of, and, where feasible, an estimate of, the
number of small entities that may be affected by the rules adopted herein.® The RFA generally defines
the term “small entity” as having the same meaning as the terms “small business,” “small organization,”
and “small governmental jurisdiction.”® In addition, the term “small business” has the same meaning as
the term “small business concern” under the Small Business Act.'’ A “small business concern” is one
which: (1) is independently owned and operated; (2) is not dominant in its field of operation; and (3)
satisfies any additional criteria established by the Small Business Administration (SBA).!!

6. Small Businesses. Nationwide, there are atotal of approximately 22.4 million small
businesses, according to SBA data. :

7. Small Organizations. Nationwide, there are approximately 1.6 million small oréaﬂizations.

8. Governmental Entities. The term “small governmental jurisdiction™ is defined as
“governments of cities, towns, townships, villages, school districts, or special districts, with a population
of less than fifty thousand.” As of 2002, there were approximately 87,525 governmental jurisdictions in
the United States. This number includes 38,967 county governments, municipalities, and townships, of
which 37,373 (approximately 95.9%) have populations of fewer than 50,000, and of which 1,594 have
populations of 50,000 or more. Thus, we estimate the number of small governmental jurisdictions overall
to be 85,931 or fewer. .

9. Wireless Telecommunications Carriers (except Satellite). Since 2007, the SBAhas
recognized wireless firms within fhis;_i,lcw, broad, economic census category.” Prior to that time, the
SBA had .devc_eIOpeci-d small Business size standard for wireless firms within the now-superseded census
dategories of “Paging? ‘anid “@ellular and Other Wireless Telecommunications.” Under the present and
prior 'categ'dries,athe SBA has deemed a wireless business to be small if it has 1,500 or fewer employees.
Because CensusBureau data ate not yet available for the new catégory, we will estimate small business
prevalence using the prior categories and associated data. For the first category of Paging, data for 2002

850U.8.C. § 603(b).
25U.8.C. § 601(6).

10 5U.S.C. § 601(3) (incorporating by reference the definition of “small-business concern” in the Small Business
Act, 15U.S.C. § 632). Pursuant to 5 U.S.C. § 601(3), the statutory definition of a small business applies “unless an
agency, after consultation with the Office of Advocacy of the Small Business Administration and after opportunity
for-public comment, establishes one or more definitions of such term which are appropriate to the activities of the
dgency and.publishesisuch definition(s) in the Federal Register.” 5 U.S.C. § 601(3).

115US.C. § 632. ‘

1213 CF.R. § 121.201, NAICS-cade 517210,
¥ 13 C.F.R. § 121.201, NAICS codes 517211, 517212.
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show that there were 807 firms that operated for the entire year,* Of this total, 804 firms had .

employment of 999 or fewer employees, and three firms had enmployment of 1,000 employees or more 13
For the second category of Cellular and Other Wireless Telecommunications, data for 2002 show that
there were 1,397 firms that operated for the entire y&:al'.16 Of this total, 1,378 firms had employment of
999 or fewer employees, and 19 firms had employment of 1,000 employees or more.'” Thus, using the

prior categories and the available data, we estimate that the majority of wireless firms can be con51deted
small.

10. Cellular Service. As noted, the SBA has developed a small business size standard for small
businesses in the category “Wireless Telecommunications Carriers (except satellite). »18 Under that SBA
category, a business is small if it has 1,500 or fewer employess.” Smce 2007, the SBA has recognized
wireless firms within this new, broad, economic census category.2’ Prior to that time, the SBA had,
developed a small business size standard for wireless firms within the now-superseded census categones

of “Paging” and “Cellular and Other Wireless Telecommunications.”” Under the present and prior
categories, the SBA has deemed a wireless business to be small if it has 1,500 or fewer employees. -
Because Census Bureau data are not yet available for the new category, we will estimate small business.
prevalence using the prior categories and associated data. v

11. For the first category of Paging, data for 2002 show that there were 807 firms that operated
for the entire year.” Of this total, 804 firms had employment of 999 or fewer employees, and three firms
had employment of 1,000 employees or more.”® For the second category of Cellular and Other Wn'eless
Telecommunications, data for 2002 show that there were 1,397 firms that operated for the entire year.2*

Of this total, 1,378 firms had employment of 999 or fewer employees, and 19 firms had employmerit of
1,000 employees or more.?’ Thus, using the prior categories and the available data, we estlmate that the
majority of wireless firms can be considered small. ;

12. Auctions. In addition, we note that, as a general matter, the number of winning bidders'that
qualify as small businesses at the close of an auction does not necessarily represent the number of small

417.8. Census Bureau, 2002 Economic Census, Subject Series: Information, “Establishment and Firm Size |
(Tncluding Legal Form of Organization,” Table 5, NAICS code 517211 (issued Nov. 2005). !

15 1d. The census data do not provide a more preexse estimate of the number of firms that have employment of 1,500
or fewer employees, the largest category provided is for firms with “1000 employees or more.” :

5y.S. Census Bureau, 2002 Economic Census, Subjeot Series: Information, “Bstablishment and Firm sze
(Including Legdl Form of Orgamzatlon,” Table 5, NAICS code 517212 (issued Nov. 2005).

Y7 Id. The census data,do not ; provide a more ptecxse estimate of the number of firms that have employment of 1,500
or fewer employees; the lagest category provided is for firms with “1 000 employees or more.”

18 13 CF.R. § 121.201, North American Industry Classification System (NAICS) code 517210. ;
Y,

% 13 CF.R. § 121:201, NAICS code 517210.

21 13 C.F.R. § 121.201, NAICS codes 517211, 517212.

2U.8. Censys, Bureau, 2002 Economic Census, Subject Series: Information, “Establishment and Firm Size
_(Including Legal Form of Organization,” Table 5, NAICS code 517211 (issued Nov. 2005).

B 1d. 'Thé census.data do not provide a more precise estimate of the number of firms that have employment of 1,500
or fewer eq:ployees the largest citegory.provided is for firms with "1000 employees or more.”

%.8. CensusBureau, 2002 Economic Census, Subject Series: Informauon, {‘Establishment and Firm Slze
(Inclﬁdmg Legal,Form of@rgamzmon,” Table 5, NAICS code 517212 (lssued Nov. 2005).

.%IJ The‘eensiis data do >n6t‘prg¥1de "a IIOre Precise ¢ eshmate of thegcnumber of firms that have employment of 1,500
or fower employees; the largest category.provided is for ﬁrms with £1000 employees or more.”

20 : :
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businesses currently in service. Also, the Commission does not generally track subsequent busmess size
unless, in the context of assignments or h'ansfers, unjust ennchment issues are implicated,
Ty

13. Broadband Personal Commumcatlons Service, The broadband Personal Commumcatlons
Service (PC'S) spectrum is divided into six frequency blocks designated A through F, and the Comujission
has held auctions for each block. The Commission has created a small business size standard for Blocks
CandFasan entlty that has average gross revenues of less than $40 million in the three previous '
calendar years.® For Block F, an additional small business size standard for “very small business” was
added and is defined as an entity that, together with its afﬁhates, has average gross revenues of not more -
than $15 million for the preceding three calendar years.?’” These small business size standards, in the
context of broadband PCS auctlons, have been approved by the SBA.** No small businesses within the
SBA-approved small business size standards bid successfully for licenses in Blocks A and B, 'I‘here were
90 winning bidders that qualified as small entities in the C Block auctions. A total of 93 “small” and
“very small” business bidders won approximately 40 percent of the 1,479 licenses for Blocks D, E, and
F2 OnMarch 23, 1999, the Comnnssxon reauctioned 155 C, D, E, and F Block licenses; there were 113
small business winning bidders.”® Qn January 26, 2001, the Commission completed the auction of 422 C
and F PCS licenses in Auction 355" Of the 35 winning bidders in this auction, 29 qualified as “small” or
“very small” businesses. Subsequent events concerning Auction 35, including judicial and agency
determinations, resulted in a total of 163 C and F Block licenses being available for grant.

. 14. Narrowband Personal Communications Service. The Commission held an anction for °
Narrowband Personal Communications Service (PCS) licenses that commenced on July 25, 1994, and
closed on July 29, 1994. A second commenced on October 26, 1994 and closed on November 8, 1994.
For purposes of the first two Narrowband PCS auctions, “small busmesses” were entities with average
gross revenues for the prior three calendar years of $40 million or less.*? Through these auctions, the
Commission awarded a total of forty-one licenses, 11 of which were obtained by four small businesses.®
To ensure meaningful partlclpatlon by small business entities in future auctions, the Com:mssmn adopted
a two-tiered small business size standard in the Narrowband PCS Second Report and Order® A “small

% See Amendment of Parts 20 and 24 of the Commission’s Rules — Broadband PCS Competitive Bidding and the
Commercial Mobile Radio Service Spectrum Cap, Report and Order, 11 FCC Red 7824, 7850-7852 1 57-60
(1996); see also 47 C.ER. § 24.720(b).

% See Amendment of Parts 20 and 24 of the Commission’s Rules — Broadband PCS Competitive Bidding and the
Commercial MobileRadio Service Spectrum Cap, Report and Order, 11 FCC Red 7824, 7852 7 60.

% See Lettor to Amy Zoslov, Chief, Auctions and Industry Analysis Division, Wireless Telecommunications
+ Biireau, Federal ‘Comimunications Commission, from Aida Alvarez, Administrator, Small Business Administration,
dated December 2, 1998,

» FCC News, “Broadband PCS, D, E and F Block Auction Closes,” No. 71744 (rel. January 14, 1997). . .
30 See “C, D, E, and F Block Broadband PCS Auction Closes,” Public Notice, 14 FCC Red 6688 (WTB 1999)

3 See“Cand F Block Broadband PCS Auction Closes; Winning Bidders Announced,” Public Notxce, 16 FCC-Red
2339 (2001).

% Implementation of Section 309(1) of the Communications Act— Competitive Bidding Narrowband PCS Third
Memorandum Opinion-and Order and Further Notice of Proposed Rulemaking, 10 FCC Red 175, 196 746 (1994).

% See “Announcing the High Bidders in the Auction of ten Nationwide Narrowhand PCS Licenses, Winning Bids
Iptal $617 0061674,-” Bublic Notwe, PNWL 94-004 (r€l. Aug, 2, 1994); “Announcing the High Bidders in the
Auction of 30: Regxona‘l”ﬁarfmw’banleCS Licenses; Winning Bids Total $490,901,787,” Public Notice, PNWL 94-
2’7 (rel. Nov. 9;.& 994), . T,

3"Ameud:ﬁgnt»of ‘the‘lbgonm:wsm s Rules to Establish New Personal Communications Services, Narrowband PCS,
g@ quartzandt@rder and .S'eaand FurtherNotice of Proposed Rule Malang, 15 FCC Red 10456, 10476 940
( 00
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business” is an entity that, together with affiliates and controllmg interests, has average gtoss revenues for

the three preceding years of not more than $40 million™ A “very smail business” is an entity that, -

together with affiliates and conirolling interests, has averagé gross revenues for the three pre'cedmg Years '

of not more than $15 million*® The SBA has approved these small business size standards.”’ A, third

auction commenced on October 3 2001 and closed on October 16, 2001. Here, five bidders'won 317

gl\l/ilTlli& and nationwide) licenses.?® Three of these claimed status as a small or very small entity and won
censes., : .

15 Wireless Communications Services. This service can be used for fixed, moblle,
radiolocation, and digital audio broadcasting satellite uses in the 2305-2320 MHz and 2345-2360 MHz
bands. The Commission defined “small business” for the wireless communications services (WCS).
auction as an entity with average gross revenues of $40 million for each of the three preceding years, and
a “very small busmess” as an entity with average gross revenues of $15 million for each of the three:
preceding years.” The SBA has approved these definitions,” The Commission auctioned geographlc
area licenses in the WCS service. In the auction, which commenced on April 15, 1997 and closed on
April 25, 1997, there were seven bidders that won 31 licenses that qualified as very small business .
entities, and one bidder that won one license that qualified as a small business entity. ',

16. 700 MHz Guard Bands Licenses. In the 700 Mz Guard Bands Order, the Commission
adopted size standards for “small businesses” and “very small businesses™ for PUrposes ¢ of determining
their ehgiblhty for specxal provisions such as bidding credits and installment payments."! A small .
business in this service is an entity that, together with its affiliates and controllmg principals, has average
gross revenues not exceeding $40 million for the preceding three years.” Additionally, 2 “very small
business” is an entity that, together with its affiliates and controlling prmclpals, has average gross
revenues that are not more than $15 million for the precedingithree years.*® SBA approval of these °
definitions is not required,* An auction of 52 Major Economic Area (MEA) licenses for each of two
spectrum blocks commenced on September 6, 2000, and closed on September 21, 2000.¥ Of the 104
licenses auctioned, 96 licenses were sold to nine bidders. Five of these bidders were small businessés that

%1 , T
 1d, ' : ‘

37 See Letter to Amy Zoslov, Chief, Auctions and Indusiry Analysis Division, Wireless Telecommunications
Bureau, Federal Communications Commission, from Aida Alvarez, Adminisirator, Small Business Administration,
dated December 2, 1998,

3 See “Narrowband PCS Auction Closes,” Public Notice, 16 FCC Red 18663 (WTB 2001).

¥ Amendment of the Commission’s Rules to Establish Part 27, the Wireless Communications Service (WCS),
Report and Order, 12 FCC Red 10785, 10879 7194 (1997).

0 See Letter to Amy Zoslov, Chief, Auctions and Industry Analysis Division, Wireless Telecommunications -
Bureau, Federal Comimunications Commission, from Aida Alvarez, Administrator, Small Business Admmxstratxon,
dated Deceniber 2, 1998, :

* ¥ See Service Rules for the 746-764 MEz Bands, and Revisions to Part 27 of the Commission’s Rules, Second
Report and Order, 15 FCC Red 5299 (2000). )

2 1d. at 5343 4 108.
1.

Y 1d. At 5343 1};108 1,246 (forthe 746-764 MH% and 776-704 MI-Izrbands, the Commission is exempt from 15
U.8.C. § 632, which requires Federal agencies to obtain Small Busihess Administration approval before adopting
small-business size standards)

45 See “700 Mz Guard Bands Auction Closes: Winning Bidders Announced,” Public Nohce, 15 FCC Rcd 18026
(2000). .
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won a total of 26 licenses. A second auction of remaining 700 Mz Guard Bands licenses commemed
on February 13, 2001, and closed on February 21, 2001. All eight of the licenses auctxoned were sold to

three bidders. One of these bidders was a sxﬂﬁﬂ‘ﬁ"?iﬂﬁﬁ thfit won a total of two licenses.*® Subsequently, =

in the 700 MHz Second Report and Order, the Commission reorganized the licenses purswant o an -
agreement among most of the licensees, resulting in a spectral relocation of the first set of paired
spectrum block licenses, and an elimination of the second set of paired spectrum block licenses (many of
which were already vacant, reclaimed by the Commission from Nextel).” A single licensee that did not -
participate in the agreement was grandfathered in the initial spectral location for its two licenses in the
second set of paired spectrum blocks.”® Accordingly, at this time there are 54 licenses in the 700 MHz
Guard Bands. .

17, 700 MHz Band Commercial Iicenses. There is 80 megahertz of non-Guard Band spectrum -
in the 700 MHz Band that is designated for commercial use; 698-757, 758-763, 776-787, and 788-793
MHz Bands. With one exception, the Commission adopted criteria for defining two groups of small
businesses for purposes of determining their eligibility for bidding credits at auction. Thesetwo
categories are: (1) “small business,” which is defined as an entity that has attributed average annual: gross
revenues that do not exceed $15 million during the preceding three years; and (2) “very small businéss,”
which is defined as an entity with atiributed average annual gross revenues that do not exceed $40 million
for the preceding three years.” In Block C of the Lower 700 MEHz Band (710-716 MHz and 740-746
MHZz), which was licensed on the basis of 734 Cellular Market Areas, the Commission adopted a third
criterion for determining eligibility for bidding credits: an “entrepreneur,” which is defined as an entity
that, together with its affiliates and controlling principals, has average gross revenues that are not more
than $3 million for the preceding three years.”® The SBA has approved these small size standards.™",

18. An auction of 740 licenses for Blocks C (710-716 MHz and 740-746 MHz) and D (716722
MHz) of the Lower 700 MHz Band commenced on August 27, 2002, and closed on September 18, 2002.
Of the 740 licenses available for auction, 484 licenses were sold to 102 winning bidders. Seventy-two of
the winning bidders claimed small business, very small business, or entrepreneur status and won a total of
329 licenses.”? A second auction commenced on May 28, 2003, and closed on June 13, 2003, and .
included 256 licenses: five EAG licenses and 251 CMA licenses.”® Seventeen winning bidders claimed
small or very small business status and won 60 licenses, and nine winning bidders claimed entrepreneur
status and won 154 licenses.*

46 See 700 MHz Guard Bands Auctions Closes Winning Bidders Announced » Public Notice, 16 FCC Red 4590
(WTB 2001).

41 See In the Matter of Service'Rules for the 698-746, 747-762 and 777-792 MHz Bands, WT Docket 06-150,
Second Report and Order, 22 FCC Red 15289, 15339-15344 %7 118-134 (2007) (700 MHz Second Repart and
Order).

48 Id

49 See Auction of 700 MHz Band Licenses Scheduled for January 24, 2008, AU Docket No. 07-157, Nottce and
FinngRequtrements, Minimum Ogenmngds, Reserve Prices, Upfront Payments, and Other Procedures for -
Auctions 73-and 76, DA 07-4171 4t 9 70 (WTB rel. Oct. 5, 2007); Reallocation and Service Rules for the 698-746
MHz Speetrum Band (Television Channels 52-59), Report and Order, 17 FCC Red 1022, 1087-88 (2002).

%0 1d, at 1088.
51 See Letter to Thomas Sugrue, Chief, Wireless Telecommunications Bureau, Federal Communications

Commission, ﬁ',om Aldﬂ Alvarez, Admmtstrator, Small Business Admnnstratmn, dated August 10, 1999,
2 Seé M L:5\wer 700 MHz Band Anction Closes,” Public Notice, 17 FCC Red 17272 (WTB 2002). ,
53 See “Lower 700 MHz Band Aue,tlon Closes,” Public Notice, 18 FCCRed 11873 (WTB 2003). .

54 Id
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19. The remaining 62 megahertz of commercial spectrum is currently scheduled for auctlon on
January 24, 2008. As explained above, bidding credits for all of these Yicenses will be availablé to “small

businesses” and “very small businesses.”
!

20. Advanced Wireless Services. In the AWS-1 Report and Order, the Commission adopteci rules
that affect applicants who wish to provide service in the 17101755 MHz and 2110-2155 MHz bands.*®
The Commission did not know precisely the type of service that a licensee in these bands might seek to
provide. Nonetheless, the Commission anticipated that the services that will be deployed in these bands
may have capital requirements comparable to those in the broadband Personal Communications Service
(PCS), and that the licensees in these bands will be presented with issues and costs similar to those '
presented to broadband PCS licensees. Further, at the time the broadband PCS service was estabhshed it
was similarly anticipated that it would facilitate the introduction of a new generatlon of service,

Therefore, the AWS-1 Report and Order adopts the same small business size definition that the .
Commission adopted for the broadband PCS service and that the SBA approved.® In particular, the’
AWS-1 Report and Order defines a “small business” as an entity with average annual gross revenues for
the preceding three years not exceeding $40 million, and a “very small business” as an entity with average
annual gross revenues for the preceding three years not exceeding $15 million. The AWS-1 Report and
Order also provides small businesses with a bidding credit of 15 percent and very small businesses with a
bidding credit of 25 percent. .

21, Broadband Radio Service and Educational Broadband Service. Broadband Radio Service
(“BRS?), formerly known as Multipoint Distribution Service (“MDS”),”” and Educational Broadband
Service (“EBS™), formerly known as Instructional Television Fixed Service (“ITFS™),*® use ﬁ'equencles at
2150-2162 and 2500-2690 MHz to transmit video programming and provide broadband services to
residential subscribers.® These services, collectively referred to as “wireless cable,” were originally
designed for the delivery of multichanne] video programming, similar to that of traditional cable systems,
bit over the past several years licensees have focused their operations instead on providing two-way hlgh-
speed Internet access services.”’ We estimate that the number of wireless cable subscribers is :
approximately 100,000, as of March 2005. As described below, the SBA small business size standard for
the broad census category of Cable and Other Program Distribution, which consists of such entities

55 Service Rules for Advanced Wireless Services in the 1.7 GHz and 2.1 GHz Bands, WT Docket No. 02-353
Report and Order, 18 FCC Red 25162 (2003) (4WS-1 Report and Order).

56 See Implementation of Section 309(j) of the Communications Act -- Competitive Bidding, Third Memorandum
Qninion and Order and Further Notice of Proposed Rulemaking, 10 FCC Red 175, 196 (1995); Impleinentation of
Section 309(j) of the Communications Act -- Competitive Bidding, Fifth Report and Order, 9 FCC Red 5581-5584
(1995); 47 C.F.R. §§ 24.320(b) and 24.720(b).

57 See 47 CEF.R, Part 21, subpart K; Amendment of Parts 1, 21, 73, 74 and 101 of the Commission’s Rules to
Facilitate the Provision of Fixed and Mobile Broadband Access, Educational and Other Advanced Services in the
2150-2162 and 2500-2690 MHz Bands; Part 1 of the Commission's Rules - Further Competitive Bidding .
Procedures; Amendment of Parts 21 and 74 to Enable Multipoint Distribution Service and the Instructional
Television Fixed Service Amendment of Paris 21 and 74 to Engage in Fixed Two-Way Transmissions; Amendment
of Parts 21 and 74 of the Commission's Rules With Regard to Licensing in the Multipoint Distribution -Service and
in the Instructivnal Television Fixed Service for the Gulf of Mexico, 19 FCC Red 14165 (2004) (“MDS/ITFS
Order?").

See 47 C.F.R. Part 74, subpart I; MDS/ITFS Order, 19 FCC Red 14165.

 See Annual Assessment of the Status of Competition in the Marketfbr the Delivery af Video Programmmg,
Eleventh Annual Repart 20 FGC'Red 2507, 2565 9 131 (2006) (“2006 Cable Competition Report”). ’

5 14,
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22. The Commission has defined small MDS (now BRS) entities in the context of Comm:ssmn
license auctions. In the 1006 MDY anction, 6 e CGommission defined a small business as an enhty that
had annual average gross revenues of less than $40 million in the previous three calendar years.®® This
definition of a small entity in the context of MDS auctions has been approved by the SBA.% In the MDS
auction, 67 bidders won 493 licenses. Of the 67 auction winners, 61 claimed status as a small business.
At this time, the Commission estimates that of the 61 small business MDS auction winners, 48 remain
small business licensees. In addition to the 48 small businesses that hold BTA authorizations, there are
approximately 392 incumbent MDS hcensees that have gross revenues that are not more than $40 niillion
and are thus considered small entities.”* MDS licensees and wireless cable operators that did rot receive
their licenses as a result of the MDS auction fall under the SBA small business size standard for Cable
and Other Program Distribution, Information available to us indicates that there are approximately 850 of
these licensees and operators that do not generate revenue in excess of $13.5 million annually. Therefore,
we estimate that there are approximately 850 small entity MDS (or BRS) providers, as defined by the
SBA and the Commission’s auction rules. .

23. Educational institutions are included in this analysis as small entities; however, the ,
Commission has not created a specific small business size standard for ITFS (now EBS).* We estimate
that there are currently 2,032 EBS licensees, and all but 100 of the licenses are held by educational .
institutions. Thus, we estimate that at least 1,932 EBS licensees are small entities. !

24. Common Carrier Paging, As noted, the SBA has developed a small business size standard for
wireless firms within the broad economic census category of "Wireless Telecommunications Carriers
(except Satellite).""” Under this category, the SBA deems a business to be small if it has 1,500 or fewer
employees Since 2007, the SBA has recopnized wireless firms within this new, broad, econoric census
category Prior to that time, the SBA had developed a small business size standard for wireless firms’
within the now-superseded census categories of “Pagmg” and “Cellular and Other Wireless
Telecommunications.”” Under the present and prior categories, the SBA has deemed a wireless business
to be small if it has 1,500 or fewer employees. Because Census Bureau data are not yet available for the
new category, we will estimate small business prevalence using the prior categories and associated data.
For the first category of Paging, data for 2002 show that there were 807 firms that operated for the entire

113 CFR. §121.201, NAICS code 515210.

"% MDS Auction:No. 6 began on November 13, 1995, and closed on March 28, 1996 (67 bidders won 493 licenses).

% 47 CFR. § 21.961@)(1).

% See ITFS Order, 10 FCC Red at 9589.

5 470.54 C. § 309G): Hundreds of stations were licensed to incumbent MDS licensees prior to unplementatxon of
Section 309(1) of theCommunications Avt of 1934, 47 U.S.C, § 309(j). For these pre-auction licenses, the
applicable standard is SBA’s small business size standards for “all other telecommunications” (annual recexpts of
$23,5umlhon or less): See 13 CER. § 121.201, NAICS code 517919,

66 In addition, the term “small entity” under SBREFA applies to small orgamzauons (nonprofits) and to small
govemmental Junsdwtmns (cltlES, counties, towns, townships, villages, school districts, and special districts with
populations of lessthan 50;000). 5 U.S.C. §§ 601(4)-(6). We do not collect annual revenue data on EBS licensees.

%13CER § 121.201, NAICS cotle 517211,

% 13 CF.R, § 121.201, NAICS code 517210,
13 CF.R. § 121.201, NAICS codes 517211, 517210,




